

	
3GPP TSG-SA WG6 Meeting #58	S6-233911
Chicago, USA, 13th – 17th November 2023	(revision of S6-233563)

	CR-Form-v12.2

	CHANGE REQUEST

	

	
	23.222
	CR
	0144
	rev
	1
	Current version:
	18.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Service API unpublish for CAPIF interconnection

	
	

	Source to WG:
	Nokia, Nokia Shanghai Bell 

	Source to TSG:
	S6

	
	

	Work item code:
	TEI19, eCAPIF
	
	Date:	Comment by John MEREDITH: Format yyyy-MM-dd.
	2023-11-07

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-19

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	The interactions among CCFs in a CAPIF interconnection scenario are incomplete. In the current version of the specification it is only possible for a CCF to publish service API to another CCF. It is needed to allow the unpublish operation.

	
	

	Summary of change:
	· Enhance CAPIF requirements to allow CRUD operations in interconnection scenarios
· Information flow and information elements for service API unpublishing in a CAPIF interconnection are introduced
· Include CCF as a known consumer of the Unpublish_Service_API operation

	
	

	Consequences if not approved:
	Missalignment with Stage 3 Specification.

	
	

	Clauses affected:
	4.12.2, 6.3.3, 8.25.2.X (New), 8.25.2.Y (New), 8.25.3.Z (New), 10.3.3

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	Revision 1 includes eCAPIF in the Work item code



Page 1


* * * * First Change * * * *
[bookmark: _Toc138238372]4.12.2	Requirements
[AR-4.12.2-a] The CAPIF shall provide mechanisms to enable the API invokers of the CAPIF provider to discover and invoke the service APIs of the 3rd party CAPIF provider.
[AR-4.12.2-b] CAPIF shall provide mechanisms to enable a CAPIF provider to publish, retrieve unpublish and update service APIs in a 3rd party CAPIF provider.
* * * * Next Change * * * *
[bookmark: _Toc138238401]6.3.3	CAPIF core function
The CAPIF core function consists of the following capabilities:
-	Authenticating the API invoker based on the identity and other information required for authentication of the API invoker;
-	Supporting mutual authentication with the API invoker;
-	Providing authorization for the API invoker prior to accessing the service API;
-	Publishing, storing and supporting the discovery of service APIs information;
-	Controlling the service API access based on PLMN operator configured policies;
-	Storing the logs for the service API invocations and providing the service API invocation logs to authorized entities;
-	Charging based on the logs of the service API invocations;
-	Monitoring the service API invocations;
-	Onboarding a new API invoker and offboarding an API invoker;
-	Storing policy configurations related to CAPIF and service APIs;
-	Support accessing the logs for auditing (e.g. detecting abuse); and
-	Supports publishing, retrieving, unpublishing, updating,and discovery discovering of service APIs information with another CAPIF core function in CAPIF interconnection.

* * * * Next Change * * * *
[bookmark: _Toc138238583]8.25.2.X	Interconnection API unpublish request
Table 8.25.2.X-1 describes the information flow interconnection API unpublish request from a CAPIF core function to another CAPIF core function.
Table 8.25.2.X-1: Interconnection API unpublish request
	Information element
	Status
	Description

	CCF information
	M
	The information of the CAPIF core function which unpublishes service APIs, may include identity, authentication and authorization information

	Service API published information reference (see NOTE)
	O

	The information which can be used for referencing the information (set) about the published service API by the CCF which publishes service APIs

	NOTE:	Obtained during the interconnection API publish procedure in clause 8.25.3.1.




* * * * Next Change * * * *
[bookmark: _Toc138238584]8.25.2.Y	Interconnection API unpublish response
Table 8.25.2.Y-1 describes the information flow interconnection API unpublish response from a CAPIF core function to another CAPIF core function.
Table 8.25.2.Y-1: Interconnection API unpublish response
	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure of unpublishing the service API information



* * * * Next Change * * * *
[bookmark: _Toc138238588]8.25.3.Z	Service API unpublish for CAPIF interconnection 
This clause describes the procedure for service API unpublish for CAPIF interconnection.
Pre-condition:
1.	CCF-A and CCF-B connect to each other, and either belong to the single trust domain of the same CAPIF provider or trust domains of different CAPIF providers. When CCF-A and CCF-B belong to trust domains of different CAPIF providers, the two CAPIF providers have business agreement for service API sharing.
2.	CCF-B is configured as the designated CAPIF core function in the trust domain of CAPIF provider A.
3.	CCF-A has successfully published service APIs to the designated CCF (i.e., CCF-B) using the procedure in clause 8.25.3.1.




Figure 8.25.3.Z-1: Interconnection API unpublish
1.	CCF-A sends an interconnection API unpublish request to CCF-B. The request may include a set of (previously published) service API information. If the shareable information IE was present in the interconnection API publish request (see clause 8.25.2.1), the API unpublish request should be forwarded to the provided list of CAPIF provider domain information during the publish procedure.
2.	Upon receiving the interconnection API unpublish request, the CCF-B checks whether the CCF-A is authorized to unpublish service APIs. If the check is successful, CCF-B will remove the requested service API information from the API registry.
3.	CCF-B sends an interconnection API unpublish response to CCF-A containing the operation result and triggers notifications to subscribed API invokers (if any) as described in subclause 8.8.4.
* * * * Next Change * * * *
[bookmark: _Toc138238645]10.3.3	Unpublish_Service_API operation
API operation name: Unpublish_Service_API
Description: Remove the published service API information.
Known Consumers: API publishing function, CAPIF core function.
Inputs: Refer subclause 8.4.2.1, 8.25.2.X.
Outputs: Refer subclause 8.4.2.2, 8.25.2.Y.
See subclause 8.4.3 and 8.25.3.Z for the details of usage of this API operation.
* * * * End of Changes * * * *
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